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CAPR 120-1 provides specific guidance for members in the Civil Air Patrol to use dedicated 

resources authorized for CAP business. CAP Board of Governors has published Strategic Goals 

which provides direction for CAP/Information Technology (IT) to make sure assets, operations 

and processes are enhanced to meet industry IT standards. All units are required to adhere to 

CAP regulations to ensure our computer networks are secure. Effectiveness in this program is 

successful when proper processes are followed by all CAP members, accessing our resources 

according to ALWG guidelines, and CAP policies. Every user is responsible for knowing and 

conducting business accordingly. 

The Civil Air Patrol uses computer networks within the CAP domain, or specific address which 

we understand as a physical street address. For the Alabama Wing, this address covers all of the 

state, and equipment assigned to CAP members in any ALWG unit. Approved internet 

operations in the Alabama Wing, under the CAP domain, authorizes us to have a file and email 

service, website and other types of resources to conduct CAP business and stay connected with 

our fellow CAP members. 

Information Technology (IT) Directors assigned at Region and Wing commands are caretakers of 

CAP IT assets within the respective units. All IT officers, working under the supervision of a 

higher echelon IT Director, ensure compliance with CAP policy and are responsible for handling 

IT related tasks at the lowest echelon possible. IT Directors are responsible for managing Web 

Security Administration (WSA) permissions to eServices for their assigned unit. 

 

 

 

You can now access your wing email and eServices 

by scrolling down and locating these: 
 

 

 

 

 

 

Do you want us to answer CAP/IT or IT related questions? Is there a discussion item you want to 

see in a future edition of AWIT? Feel free to email one or all of us at any of the email addresses 

provided. 

https://alwg.sharepoint.com/:b:/r/sites/team.wing.cmd/Shared%20Documents/Strategic%20Planning%20and%20Goals/ALWG%202023%20Strategic%20Planning%20Document.pdf?csf=1&web=1&e=yjkNLx
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ALWC CC  Col Brian Williams  cc@alwg.us 

ALWG CV  Lt Col Kim Miller  cv@alwg.us 

ALWG CS  Lt Col David Hartin  cs@alwg.us 

ALWG IT staff      team.it@alwg.us 

 

Director of IT  MSgt Peter Harker  it@alwg.us 

     assistant-Group 2 1st Lt Scott Joffrion  scott.joffrion@alwg.us 

 

 

CAP regulations and guidelines: 

 

CAPR 120-1 ICL 22-03 Information Technology Security 

Dated 21 September 2022 

 

CAPP 227  IT Officer Specialty Track Study Guide  

Dated 14 February 2013 

 

 

Important websites: 

CISA http://us-cert.gov  Cyber Defense Agency 

GSA http://section508.gov  Government Services Agency IT policy management 

FBI ic3.gov    FBI internet crime reporting 
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